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“THE EYES CAN’T LIE”:
MISCONCEPTIONS ABOUT NONVERBAL 
COMMUNICATION AND WHY THEY MATTER

VINCENT DENAULT & ALDERT VRIJ

Security organisations are regularly offered techniques that claim to enable 
practitioners to predict hostile intents and threats through understanding 
‘body language’. Vincent Denault and Aldert Vrij discuss the efficacy of 
such approaches, the danger they may pose, and offer suggestions on how 
practitioners can distinguish the ‘wheat from the chaff’. 

Nonverbal communication typically refers to communication 
carried out in ways other than through words, including 
through nonverbal behavior. The subject has been addressed 
in thousands of scientific articles by a worldwide community 
of researchers in a variety of disciplines, including psychology, 
communication, and criminology. As well as academia, 
practitioners have shown interest in nonverbal behaviour, often 
as a means to increase their ability to understand others, even 
to spot liars. Security organisations are not spared. They are 
offered techniques to understand ‘body language’, which claim 
to allow the detection of hostile intents and threats through the 
observation of nonverbal behaviour.  

Techniques to understand ‘body language’ have been around 
for thousands of years. In a 3000-year-old ancient sacred text, it 
was claimed that someone trying to poison others would show 
specific behaviour, including shivering, rubbing their great toe 
along the ground, and trying to leave the house. More recently, 
the public has been exposed to techniques of this nature via 
film and television. The examples are many. These includes the 
1983 movie Scarface where Tony Montana, played by Al Pacino, 
claimed that “The eyes, Chico. They never lie,” and the 1998 film 
The Negotiator, where Danny Roman, played by Samuel L. 
Jackson, claimed that: 

“I’m reading your eyes. The eyes can’t lie. Didn’t you 
know what I was doing? A quick lesson in lying. You see, 
this is what us real cops do. We study liars. Example. If 
I ask you a question about something visual, like your 
favorite colour, and your eyes go up and to the left. Well, 
neurophysiology tells us that your eyes go in that direction 
because you’re accessing the visual cortex. Therefore, 
you’re telling the truth. If your eyes go up and right, then 

you’re accessing the creative centres of the brain and we 
know you’re full of s**t.”

With the advent of social media, the popularity of techniques to 
‘read body language’ has been taken to a whole new level. ‘Body 
language’ experts receive a staggering amount of attention, with 
millions of views on social media. In a TikTok video viewed 
more than 9 million times since 2021, it is claimed that the 
direction of a person’s gaze is a sign that someone is lying. In 
a separate TikTok video viewed more than 8 million times, Dr. 
Phil, an American TV personality, claims that the feet of liars 
“will be pointed towards the door because they want out”; akin to 
what was claimed 3000 years ago.  

These claims are misconceptions about nonverbal behaviour. 
They are made even though decades of research has shown that 
nonverbal behaviour, including a person’s gaze and feet direction, 
is unreliable for detecting lies in face-to-face interactions, that 
there is no Pinocchio’s nose, and that misconceptions about 
nonverbal behaviour can result in severe consequences.  

THE SEVERE CONSEQUENCES
When disseminated via traditional and social media, 
misconceptions about nonverbal behaviour may seem 
entertaining. However, when misconceptions about nonverbal 
behaviour, or techniques that promote them, find their way in 
the hands of people in positions of influence, they can result in 
severe consequences. For example, in law enforcement contexts, 
police officers trained in such techniques may be convinced 
(erroneously) that suspects are lying. They may close down other 
valid areas of investigation in favour of finding more information 
in support of their incorrect hypothesis that the suspect is 
guilty, thus wasting police time and resources. They may even 
allow themselves to use coercive interviewing tactics which 

15

Techniques to 
understand ‘body 
language’ have been 
around for thousands 
of years. But with the 
advent of social media, 
their popularity has 
been taken to a whole 
new level.

Image credit: © Krakenimages.com edited by K.Brennan | stock.adobe.com

https://unsplash.com/photos/a-lot-of-hearts-that-are-on-a-wall-pmJB7Gwjyu0


CREST SECURITY REVIEW 

16

WINTER 2024

17

To give an example, a variety of ‘body language’ experts stress the 
importance of establishing a baseline (the “normal” behaviour of 
an individual) and then look for deviations. This advice appeals to 
common sense. For example, a person seems to be doing well, but 
after mentioning a certain subject, becomes silent and starts to 
cry. The deviation from ‘normal’ behaviour will draw attention. 

However, in practice, it is very difficult, if not impossible to 
implement this advice. For how long should an individual be 
observed? Should all face and body movements be weighted 
the same? Is what is said considered? How is it considered? And 
when does face and body movement fall outside ‘normal’? We 
further doubt the value of establishing a baseline, as stressed 
by ‘body language’ experts, because in the same situation, 
different people behave differently, but also, and perhaps 
more importantly, in different situations, the same person 
behaves differently. Finally, not only is the advice to establish 
a baseline often poorly explained, if not explained at all, but to 
our knowledge, there is no convincing evidence that it can be 
taught and applied to security practitioners.  

Attention should also be paid to the paradigm of any 
experimental research that is used to provide evidence of the 
success of techniques to predict hostile intents and threats 
through understanding ‘body language’. For example, when 
experiments are almost exclusively conducted with interviewees 
sitting in a room, findings cannot be directly applied to settings 
such as walking in an airport. 

3. Beware the use of classic influence principles 
to sell the techniques 
Some companies may use an appeal to authority. They will 
promote the name of their past clients, the fact that they have 
taught their techniques to various law enforcement agencies, or 
that they themselves were once part of one of these agencies. 
However, having taught or worked for the FBI, DEA or CIA is 

not proof of the efficacy of a technique, any more than having 
a celebrity endorsement is proof that a skin cream works. That 
a technique has been used for a long time also does not mean 
that it works. This is an appeal to tradition. Take Dr. Phil’s claim 
that feet direction is a sign of lying. Finally, the reputation of 
a technique is sometimes highlighted with testimonials from 
satisfied clients. However, such testimonials are not proof 
of its efficacy. They are anecdotal evidence. People who use 
the technique may be biased towards noticing the hits (and 
ignoring the misses), which can lead to an overestimation of 
accuracy. Furthermore, testimonials from dissatisfied clients are 
rarely published.

IN SUMMARY: EXERCISE CAUTION!
People promoting questionable security techniques are 
probably doing so in all honesty, sincerely believing that 
they work. However, since these techniques are often based 
on misconceptions, they can result in severe consequences. 
And even if parts of the techniques are based on sound 
scientific research, the need for caution remains. This is why 
organisations faced with safety and security issues should be 
careful when opening their doors to techniques to detect hostile 
intents and threats through the observation of nonverbal 
behaviour. Beyond the points above that should prompt initial 
questioning, organisations should take the time to thoroughly 
evaluate what they are offered. There are several ways of doing 
this. One is to consider the UK’s National Protective Security 
Authority guidance on behavioural detection, especially their 
checklist for measuring the suitability and effectiveness of 
techniques to detect hostile intents and threats. If they fail 
to exercise caution, organisations could be implementing 
techniques of no more value than those promoted by Al Pacino, 
Samuel L. Jackson and Dr. Phil. 
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can result in false confessions. In courtrooms, misconceptions 
about nonverbal behaviour can influence witness credibility and, 
ultimately, the judges’ or jurors’ decision. This can happen in 
various jurisdictions, and sometimes, misconceptions are integral 
to written judgments. An example comes from a Canadian court: 

“Having carefully observed the accused during his 
testimony and noted his great nervousness, his fleeting 
gaze and his numerous hesitations in cross-examination, 
the court is convinced that [the defendant] has simply 
forged his version of the facts according to the evidence 
disclosed, and that he thereby lied to the court in a 
shameless manner” (our translation)

However, law enforcement contexts and courtrooms are not the 
only places with a track record of using misconceptions about 
nonverbal behaviour. Security organisations are no exception. 
After 11 September 2001, the TSA (Transport Security Agency) set 
up the SPOT (Screening of Passengers by Observation Techniques) 
program to detect aviation security threats. However, when asked 
by the GAO (Government Accountability Office) to present the 
scientific evidence confirming the validity of the SPOT program, 
the TSA failed spectacularly. The TSA submitted 178 sources, but 
following an independent analysis, the GAO revealed that 175 
of the 178 were irrelevant for assessing the validity of the SPOT 
program. The annual cost of the program was around $212 million. 
Despite this, the detection of hostile intents and threats through 
the observation of nonverbal behaviour is still ubiquitous within 
security contexts. A simple Google search for ‘body language’ 
and ‘security’ yields more than 19 million results, with a variety 
of security techniques being offered. The consequences of 
misconceptions about nonverbal behaviour should thus make 
distinguishing the wheat from the chaff a priority for organisations 
faced with safety and security issues. 

DUBIOUS CLAIMS AND FALLACIES
There is not a silver bullet to instantly assess the quality of these 
techniques, but some characteristics are relevant. The following 
may help you to identify whether a technique is worthy of 
exploring its integration into practice.

1.Beware those who claim that it is possible to 
‘read body language’
This claim is problematic as there is no such thing as a ‘language’ 
of the body. Face and body movements lacks characteristics of 
a formal language, including the absence of a vocabulary. The 
meanings of face and body movements are often ambiguous 
and are dependent on their context, including other verbal and 
nonverbal behaviours, the identity of the interactants, and the 
settings where they take place. There is no dictionary of face and 
body movements meanings. 

2. Beware those who use science to establish 
their credibility, but then fail to do it in relation to 
their own techniques
For example, proponents of these techniques may say from 
the outset that face and body movements cannot be ‘read’ like 
words in a book. This is correct. They may even refer to ‘science’ 
and claim that there is nothing like a Pinocchio’s nose. This 
is also correct. However, when presenting their techniques, 
they may then offer a variety of unfounded and discredited 
claims about nonverbal behaviour, including a myriad of facial 
expressions that, supposedly, can be monitored to gain insights 
on the psyche of others. In other words, science is useful to 
establish their credibility, but is disregarded when developing 
their techniques. At best, only parts of their techniques are 
based on scientific research, and typically, the evidence they 
consider is limited or disputed. 
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